
Privacy Policy

This Website Privacy Policy is for informational purposes only, which means that it does
not imply any obligations for the recipients of the Website services. In particular, this
Privacy Policy contains the principles relating to the processing of personal data by the
Operator on the Website, including the grounds, purposes and scope of the processing of
personal data, as well as the rights of affected persons. The Privacy Policy is processed in
accordance with Article 13 of Regulation (EU) 2016/679 of the European Parliament
and of the Council on the protection of individuals with regard to the processing of
personal data and on the free movement of such data (hereinafter referred to as "GDPR"
or "Regulation") in accordance with Section 19 of Act No. 18/2018 Coll. on the
Protection of Personal Data (hereinafter referred to as "Act").

The operator of the personal data collected through the Website is Space_Code s. r. o. ,
with its registered office at Hronská 205/11 040 11 Košice - urban part Západ, ID No.:
55759297, VAT No.: 2122077452, registered in the Commercial Register of the
Municipal Court of Košice, Section: Sro, Insert No. 57778/V (hereinafter referred to as
the "Operator"), which is also the Provider of the services of the Website.

Contact details of the operator:

Address for mail delivery: Hronská 205/11 04011 Košice

Telephone contact: +421 951 031 380

E-mail address: info@dini.sk

Information on the rights of the affected person

In accordance with Article 15 et seq. 18/2018 Coll. on the Protection of Personal Data)
you have the following rights as a affected person:

● The right of access to your personal data
● The right to rectification
● Right to erasure
● Right to portability
● Right to restriction of processing
● Right to object
● Right to bring an action
● Right to withdraw consent at any time



The affected person is the individual whose personal data we process, in particular, but
not exclusively, our clients. Such affected persons about whom personal data are
processed in our information systems for specific defined purposes have rights which
they can exercise in writing or electronically with the contact person of the operator.

Right of access to personal data

You have the right to obtain confirmation from the person concerned as to whether your
personal data is being processed and access to that data. As the affected person, you
have the right to be informed about: the purposes of the processing, the categories of
personal data processed, the range of recipients, the duration of the processing and
storage, the automated processing procedure and, where applicable, its consequences
and other aspects (Article 15 of the Regulation). As a operator, we have the right to verify
the identity of the person requesting access to the data, in particular in relation to online
services and identifiers. At the request of the affected person, the operator will issue a
confirmation as to whether his or her personal data is being processed. If so, he or she
shall provide a copy of the data on request. The first copy shall be free of charge; further
copies may be subject to a fee covering administrative costs. If the person requests the
information electronically, it will be provided in a standard electronic format, for
example by email, unless the person requests otherwise.

Right to restriction of processing

As the affected person, you may exercise your rights under Article 18 of the Regulation if
you contest the accuracy of the personal data or other particulars. This may include
temporarily transferring selected personal data to another processing system,
preventing users from accessing that data, or temporarily stopping the processing.

Right to repair

If the operator records incorrect personal data, the affected person has the right of
correction and completion of incomplete data. The operator shall carry out the
correction or completion of the personal data without undue delay after the affected
person has requested it.

Right to erasure

The affected person has the right to erasure ("oblivion") of personal data relating to him
or her. However, this right is limited by the establishment of further preconditions. The
operator shall erase the personal data without undue delay after the exercise of this
right if one of the following conditions is met:



a) the personal data are no longer necessary for the purposes for which they were
collected or otherwise processed;

b) the affected person withdraws the consent on the basis of which the processing is
carried out;

c) the affected person objects to the processing of the personal data;

d) the personal data have been unlawfully processed;

e) erasure is necessary for compliance with an obligation under a law, a special
regulation or an international treaty to which the Slovak Republic is bound;

f) the personal data were collected in connection with the offer of information society
services to a person under the age of 16.

The affected person does not have the right to erasure of personal data if processing is
necessary:

(a to exercise the right to freedom of expression and information;

(b for the performance of an obligation under a law, a special regulation or an
international treaty by which the Slovak Republic is bound, or for the performance of a
task carried out in the public interest or in the exercise of official authority vested in the
operator;

(c for reasons of public interest in the field of public health;

(d for archiving purposes in the public interest, scientific or historical research or
statistical purposes, where the right to erasure is likely to render impossible or seriously
impede the achievement of the purposes of such processing;

(e for the establishment, exercise or defence of legal claims.

The operator shall carry out the erasure of the personal data on the basis of a request
from the affected person without undue delay after it has assessed that the request is
justified.

Right to bring an action

The affected person whose data is processed by the operator has the right to submit a
proposal to initiate proceedings to the supervisory authority in the manner and
procedure set out in the GDPR and in Slovak legislation, including Act No. 18/2018 Coll.
on the Protection of Personal Data and on Amendments and Additions to Certain Acts,
but without limitation to this Act. The supervisory authority in the Slovak Republic is the
Office for Personal Data Protection of the Slovak Republic, with its registered office at:



Hraničná 12

820 07 Bratislava 27

Slovenská republika

Telephone contact: + 421 2 32 31 32 11

E-mail address: statny.dozor@pdp.gov.sk

Right to object

The affected person shall have the right to object at any time to processing of his or her
personal data on grounds relating to his or her particular situation. He or she may object
to the processing of his or her personal data on the basis of:

(a the performance of a task carried out in the public interest or in the exercise of official
authority, or the legitimate interest of the operator;

(b the processing of personal data for direct marketing purposes;

(c processing for scientific or historical research purposes or statistical purposes.

We will consider the objection received within a reasonable time. In this case, we may
not further process the personal data unless we can demonstrate compelling legitimate
interests for the processing of the personal data which override the rights or interests of
the affected person or grounds for exercising a legal claim.

Right to portability of personal data

As a affected person, you have the right to request that the personal data you have
provided to the operator be transferred to another operator in a commonly usable and
machine-readable format. You may exercise this right provided that the personal data
have been collected on the basis of your consent or on the basis of a contract and the
processing is carried out by automated means.

Right to withdraw consent at any time

You have the right to withdraw your consent to the processing of personal data relating
to the contact form at any time. You can do this by using the "Withdraw consent for the
provision of data for contact purposes" option, by sending a withdrawal of consent to the
e-mail address info@dini.sk or by expressing your will to withdraw consent via the
additional contact details of the operator. However, the withdrawal of consent does not
affect the lawfulness of the processing of personal data that was based on consent prior
to its withdrawal.



You can exercise your rights in writing at the contact details of the operator:

Postal address: Hronská 205/11 04011 Košice

Telephone contact: +421 951 031 380

E-mail address: info@dini.sk

Purpose of the processing of personal data

The purpose of the processing of personal data is the reason for which the operator
processes the personal data of affected persons in information systems on specifically
identified legal grounds. Each processing of personal data is based on a specific legal
basis and for a specifically identified, legitimate and explicitly stated purpose.

The personal data that we may process on the basis of filling in the contact form
provided on our website www.dini.sk is used exclusively to contact you back and reply to
your message or to make a non-binding quotation.

In order to protect your personal data as much as possible, we, as the Operator, have
taken appropriate personnel, organisational and technical measures. Our aim is to
prevent or reduce the risk of leakage, misuse, disclosure or other use of your personal
data as far as possible. Should a fact occur which is likely to result in a high risk to the
rights and freedoms of individuals, you, as the affected person, will be contacted without
delay (Article 34 of the Regulation).

In order to preserve the principles of personal data processing set out in the Regulation
as well as the law, in particular the principle of data minimisation, we only request from
you as an affected person personal data that is a necessary legal or contractual
requirement for the fulfilment of the purpose of processing. Please note that failure to
provide these mandatory data necessary for the conclusion of a contract may result in
the contractual relationship not being concluded.

Contact form

Purpose of processing personal data

In this information system, personal data of individuals who have contacted the operator
via the contact form on the operator's website www.dini.sk are processed. The operator
processes this data for the purpose of replying to and subsequently communicating with
the individual.



Legal basis

Article 6(1)(b) 'pre-contractual relations': processing is necessary in order to carry out
pre-contractual measures at the request of the affected person.

Categories of beneficiaries

● IT service/maintenance provider (for consultation only)
● Web hosting provider for the purpose of storing and / or backing up electronic

data
● Authorised personnel
● intermediary for administrative tasks
● intermediary for the economic and accounting agenda

Time limits for erasure of personal data

We process your personal data for the duration of our communication and then for 2
years after its termination. If you become our customer and we enter into a contractual
relationship, your data will be processed for the period necessary to fulfil the obligations
arising from the contractual relationship and to fulfil other obligations imposed by law,
such as the regulations governing the keeping of accounting and tax records, registry
and the like. After the expiry of the specified period of time and after the purpose of
processing the personal data has ceased, the personal data will be securely disposed of.

Categories of affected persons

individuals who have contacted the operator with an enquiry via the contact form.

Categories of personal data

● title
● name and surname
● e-mail
● telephone number
● subject of interest/inquiry



Information about the existence of automated decision-making, including
profiling

The operator declares that it does not carry out automated decision-making with legal
effects for affected persons without the influence of human judgement, including
profiling.

Transfer of personal data to a third country or an international organisation

Does not take place.


